**Письмо №1373 от 23 декабря 2022 года**

**О мерах по повышению защищенности информационной инфраструктуры системы образования**

**Руководителям ОО**

В соответствии с письмом Министерства просвещения Российской Федерации от 19.12.2022 № 04-961 «О мерах по повышению защищенности информационной инфраструктуры системы образования», письмом Министерства образования и науки Республики Дагестан №06-18059/10-18/22 от 23.12.2022г. МКУ «Управления образования» информирует о необходимости выполнения мер и рекомендаций Минпросвещения России по обеспечению кибербезопасности.

Согласно инструктивным письмам ФСТЭК России о подготовке к проведению компьютерных атак на информационную инфраструктуру Российской Федерации, направленных на получение конфиденциальной информации, а также на нарушение функционирования и вывод из строя информационной инфраструктуры органов государственной власти, в том числе через компрометацию и нарушения функционирования зарубежными хакерскими группировками официальных сайтов органов государственной власти, сайтов образовательных организаций сообщаем следующее.

Предполагается, что проведение компьютерных атак планируется осуществлять через внедрение в обновления иностранного программного обеспечения вредоносного программного обеспечения. При этом распространение обновлений с вредоносными вложениями может осуществляться через центры обновлений (официальные сайты) разработчиков иностранного программного обеспечения, размещаемые в сети «Интернет».

Учитывая изложенное, обращаем внимание на необходимость (при наличии возможности) приостановить работы по обновлению применяемого информационных системах иностранного программного обеспечения и программно-аппаратных средств, страной происхождения которых является США и страны Европейского союза, а также исключить их автоматическое централизованное обновление посредством сети «Интернет».

Также в целях повышения защищенности информационных систем и ресурсов, включая официальные сайты региональных органов власти и органов местного самоуправления, а также образовательных организаций (далее — ИСР), рекомендуем:

* провести инвентаризацию служб и веб-сервисов, используемых для функционирования ИСР и размещенных на периметре информационной инфраструктуры (далее — службы и веб-сервисы);
* отключить неиспользуемые службы и веб-сервисы;
* усилить требования к парольной политике администраторов и пользователей ИСР, исключив при этом использование паролей, заданных по умолчанию, отключить сервисные и неиспользуемые учетные записи;
* обеспечить сетевое взаимодействие с применением защищенных актуальных версий протоколов сетевого взаимодействия (HTTPS, SSH и других протоколов);
* исключить применение в ИСР подсчета и сбора данных о посетителях, сервисов предоставления информации о местоположении и иных сервисов, разработанных иностранными организациями (например, сервисов onthe.io, кеСАРТСНА, УоиТиЬе, Google Analytics, Google Maps, Cioogle Translate, Google Analytics);
* исключить возможность использования встроенных видео- и аудио-файлов, интерфейсов взаимодействия АРТ, «виджетов» и других ресурсов, загружаемых со сторонних сайтов, заменив их при необходимости гиперссылкой на такие ресурсы.

Таким образом, в целях повышения устойчивости ИСР

к распределенным атакам, направленным на отказ в обслуживании (То№атакам), просим:

* обеспечить настройку правил средств межсетевого экранирования, направленных на блокировку неразрешенного входящего трафика;
* обеспечить фильтрацию трафика прикладного уровня с применением средств межсетевого экранирования уровня приложений (web application f1rewall (WAF)), установленных в режим противодействия атакам;
* активировать функции защиты от атак отказа в обслуживании ![](data:image/jpeg;base64,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)на средствах межсетевого экранирования и других средствах защиты информации; ограничить количество подключений с каждого ТР-адреса (например, установить на веб-сервере параметр rate-limit);
* блокировать входящий трафик, поступающий с 1Р-адресов, страной происхождения которых являются США, страны Европейского союза или иной страной, являющейся источником компьютерных атак;
* блокировать трафик, поступающий из «теневого Интернета» через Тот--браузер (список узлов, которые необходимо заблокировать содержится по адресу https://www.dan.me.uk/tornodes).

Вместе с тем, сообщаем, что анализ угроз безопасности информации, проводимый специалистами ФСТЭК России в условиях сложившейся политической обстановки, показывает, что зарубежными хакерскими группировками, в частности хакерской группировкой ANONYMOUS, в социальных сетях и мессенджерах размещается информация о призывах к администраторам информационных систем раскрыть сведения об особенностях функционирования информационных систем, предоставлении аутентификационной информации и наличии уязвимостей с целью проникновения в информационные системы и размещения противоправной информации.

С целью предотвращения получения зарубежными хакерскими группировками информации об особенностях функционирования информационных систем Министерства просвещения Российской Федерации, руководителей образовательных организаций просим принять дополнительные меры по следующим направлениям работ:

1. проинформировать администраторов и пользователей информационных систем о недопущении распространения информации о функционировании информационной системы, передаче сторонним лицам своей аутентификационной информации;
2. проинформировать администраторов и пользователей информационных систем об ответственности за нарушение требований в области информационной безопасности;
3. усилить контроль над действиями в информационной системе администраторов и пользователей;
4. провести внеплановую смену паролей администраторов и пользователей, используемых для доступа в информационные системы;
5. исключить (при возможности) удаленный доступ посредством сети
6. «Интернет» к информационным системам для администраторов и пользователей;
7. обеспечить (при возможности) двухфакторную аутентификацию администраторов информационных систем.

Вышеизложенные рекомендации просим довести до работников образовательных организаций.

Начальник МКУ «УО»: Х.Исаева

*Исп.Магомедова У.К.*

*Тел: 8 903 482 57 46*